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        FTP TRANSFER REQUEST FORM

IMPORTANT NOTES:
· The infrastructure for file transfer is used only for moving files TO and FROM the mainframe.

· Support is available only for SFTP (public/private keys optional) and FTP (encrypted files only) and the encryption of files using PGP.

· ITS staff is limited to troubleshooting FTP errors within the OAAIS infrastructure. Troubleshooting cannot be conducted if the destination or source host is not managed by OAAIS.

· The application owner is expected to perform error checking on the file when it reaches the remote host. This is not performed by ITS staff.

· Regardless of the data classification of FTP files, ITS strongly encourages protection of all FTP files (ex. Encryption). 

· The use of ‘trigger’ files is discouraged and limited to one mission-critical process.

	Requestor Section:

	Date:
	
	Requester’s Name:
	

	Phone Number:
	
	Email Address:
	

	FTP Section:

	FROM Server:
	

	TO Server:
	

	Source  Directory:
	

	Source File Name:
	

	Destination Directory:
	

	Destination File Name:
	

	Rec Size/Block Size/Rec Format
	

	Triggered by? 
Or Cron Job?
	
	Frequency:
	

	
	
	Timing:
	

	Sensitive Data?
	

	Delete on successful transmission?
	

	If no, then Retention on FT Server?
	

	Send email on successful transmission?
	

	Email Text:
	.

	Email Recipients:
	

	Testing Section:

	Test File Name:
	

	FROM Test Server:
	

	TO Test Server:
	


[image: image1.jpg]

